I inserted a “NOP” in the middle of the assembly language .asm file for the malware. The reassembled eicar is only detected by 5 out of 68 antivirus vendors. Among these 5 vendors are AliCloud and TrendMicro. It means that 63 antivirus vendors are defeated by this addition of the “NOP” code in the assembly language file. Big antivirus vendors (Avast-Mobile, BitDefender, Google, CrowdStrike, Fortinet and so on) failed to detect the malware.